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METO/ibl, TEXHOJIOI'HM U MEXAHU3MbI KHBEP3AIIIATDBI B
CUCTEMAX UHTEPHETA BEHIEHU (I0T)

B crathe mpencTaBieH KOMIUIEKCHBIN aHalW3 yrpo3 M METOIOB O0ecHedeHUs Oe30MacHOCTH YCTPOWCTB
Untepnera Bemeii (IoT). PaccMoTpens! kimtodeBbie KaTETOPHH YTPO3: CETEBBIE aTakh, (GU3NIECKHE BO3ICHCTBHS,
YSI3BUMOCTH Ha ypOBHE INPHWIOKEHWH W PUCKH HapyIIeHWs KOH(UICHIMAIBbHOCTH NaHHBIX. [IpoBeneH 0030p
COBPEMEHHBIX METOOB 3amUTHl [0T-yCTpONCTB, BKIIOYas MEpPbl HA CETEBOM, allapaTHOM M IPOTPaMMHOM
YPOBHSIX, KpHUNTOrpauIecKue TEXHOJIOTHH, a TAKXKE MEePEJOBbIE MOAXO0bI, TAKHE KaK apXUTeKTypa Zero Trust,
unrerpanust ¢ SIEM/XDR/SOAR-cucremamMu W npUMEHEHHE MCKYCCTBEHHOTO MHTEIUIEKTA JUIsl OOHapyKEeHUs
aHomaimuid. Ocoboe BHUMaHHE YAEJICHO NOCTPOSHMIO Oe3omacHbIX apxurekTyp loT wm MexaHusmam
KUOEp3alluThl, YYWUTHIBAIONIMM OIPAaHWYEHHbIC BBIYHCIHMTEIBHBIE PECYpPChl YCTPOMCTB M CHEUU(PHUKY HX
sKcIuTyaranuu. Ha ocHOBe aHann3a yrpo3 M CyIIECTBYIOLIMX TEXHOJIOTHH chOpMyIMpOBaHbl PEKOMEHAALMH T10
BHIOODY M KOMOMHHMPOBAHHIO METOJOB 3alMThl sl paznnuublx TuUnoB loT-cucrem. IlpeacraBieHHble
Marepualibl MOTYT OBITh HCIIOJB30BaHbl HCCIIENOBATEIMH M TPAaKTUKAaMH IpH pa3paboTke cTpareruit
obecrieuenust 6ezonacHocty loT-nHPpacTPyKTyp ¥ NPOSKTUPOBAHUN YCTOHYHMBBIX K KHOepaTakamM CHCTEM.

KaroueBbie cioBa: Murepner Bemeii (IoT), kubepOe3onacHocTs, yrpossl 0T, apxutekTypsl
3amuThl, Kpunrorpadus, Zero Trust, SIEM, XDR, SOAR, 6e3onacubie [oT-cuctemsr

Beenenne. B nocnennee necarunerue Muarepuer Bemeit (Internet of Things, oT) cran oxHoi
u3 HambOosiee OBICTPO pa3BHBAIOIMIUXCSA oOnacTeid WHGOPMAIMOHHBIX — TexHojoruid. [oT
NPEJCTaBIseT COOOW DKOCHUCTEMY B3aMMOCBS3aHHBIX YCTPOMCTB, CHOCOOHBIX OOMEHHBATHCS
nHpopManuelr yepe3 ceTb 0€3 aKTHBHOTO y4YacTHsl 4YelloBeKa. Takue yCTpOWCTBa OXBaTHIBAIOT
camble pa3Hble 00JaCTH MOBCEIHEBHOMN XU3HU M MPOMBIIUICHHOCTH: OT YMHBIX JIOMOB U CHCTEM
0€30MacHOCTH JI0 CJIOXHBIX pelieHuid B cdepe 3IpaBOOXpaHEHUS U MPOMBIILICHHON
aBTOMaTHU3ALINH.

VYerpoiictea [oT cobuparor, mepemaror U 00pabaThIBAlOT OTPOMHBIC OOBEMBI JTAHHBIX,
3a4acTyI0 MMEIOIUX KOH(UIEHIIMAIBHBIN XapakTep, YTO AENaeT BOMPOCH WX MH(OPMAIMOHHON
0€30MacCHOCTH 4Ype3BbIYAHO aKTyanbHbIMU. COrJacCHO HCCIEAOBAHUSAM, YHUCIO TMOAKIIOUYEHHBIX
loT-ycrpotictB k 2030 roay npeBbicuT 50 MUIUIHAPAOB €AMHUI], YTO 3HAUMTEIIBHO yBEIUYUBACT
IJIOLIA/1b TOTEHIIUAIbHBIX aTakK.

Hecmotpst Ha oueBuuaHble npeumyuliectBa MHTEpHETa Belled, Takhe Kak aBTOMAaTH3alUs
MPOIIECCOB, TMOBBIIIICHUE KoMdopTra W A(PPEKTUBHOCTH, JaHHAS TEXHOJIOTHS CONpPsDKEHA C
CepbE3HBIMU  pUCKaMH WHGOpMaMoHHON Oe3omacHoctu. WM3-3a cmenudukn ycrpoiictB [oT
(orpaHUYeHHbIE BBIYHCIUTENbHBIE PECYpPChl, OTCYTCTBUE CTAHIAPTHU3UPOBAHHBIX pEHICHUH B
obnactu 0€30MacHOCTH, MOCTOSHHAS MOJKIIOUEHHOCTh K CETH), OHU CTAHOBSITCS YSI3BUMBIMH ISt
pa3IMyYHBIX aTak U yrpo3. B mocneanee BpeMsi BO3pOCIO KOJWYECTBO MHIIMJIEHTOB, CBSI3AHHBIX C
Kpakel IaHHBIX, aTakaMu THIA «OTKa3 B obOcmyxkuBanum» (DoS/DDoS), B3nomamu kamep
BUJICOHAOIOACHUSI, KOMIIPOMETAIIeH MEIUIIMHCKUX MPUOOPOB M CHUCTEM YIPABICHUS «YMHBIMH
JIOMaMmy.

B 3T0i1 CBSI3M KpUTHYECKH Ba)KHOU 3aJlauyeii CTAHOBUTCS MTPOBEICHHE BCECTOPOHHETO aHAIIN3a
CYLIECTBYIOIIMX Yrpo3 M METOA0B 3amuTbl ycrpouctB [oT, mno3Bossromero He TOIBKO
MUHUMU3HUPOBATh PUCKU, HO U OMPENEIUTh ONTUMAJIbHbIE CTPATeTuy U MOJAXOJbl K 00ECHeUeHHUI0
ux OeszomacHoctu. llenpio mMaHHOUN cTaThu SABIsIETCS 0030p M CHUCTEMATH3AIUS CYIIECTBYIOLIUX
yIpO3 | MOJIXOJI0B K 3alIUTe YCTPOUCcTB MIHTEpHEeTa Belei, a Takke GopMUpOBAaHNE PEKOMEH AT
no obecrnieuennto 6ezomnacHocT loT-cucrem.

CyiiecTBytoT 0CHOBHBbIe Yrpo3bl 1s ycerpoiictB IoT. C poctoM konuyecTBa yCTpOWCTB
NutepHera Bemeid M HUX MOBCEMECTHOIO PACHpOCTPAHEHHUs YBEIUYUBACTCA U CIEKTP YIpo3, C
KOTOPBIMH CTAJIKUBAIOTCS MOJIH30BATENIU U KOMIaHUHM, Hcnoib3ytomue loT-pemenus. Ysa3sumoctu
IoT oOycnoBieHbl Kak TEXHHYECKUMH OCOOCHHOCTSAMH YCTPOWCTB, TaK M CHEUU(PUIECKUMU
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YCIIOBUSIMU MX JKCIuTyaTauuu. Hipke mpuBeneH 0030p OCHOBHBIX THUIIOB YIrpo3, pa3[esI€HHBIX Ha
HECKOJIbKO Kateropwii [1]:

1. CeteBble yrpo3nl. CeTeBbie Yrpo3bl MPEACTABISIIOT OO0 OHY U3 Hanbosee KPUTHIHBIX
Kareropuii puckoB Juist HHPpacTpykrypbl UnTepuera Bemeit (IoT), mockonbky OonbmucTBO [0T-
YCTPOUCTB (YHKIIMOHUPYIOT 3a CUET IMOCTOSIHHOM CETeBOM CBsI3aHHOCTH. V3-3a OorpaHMuYeHHOU
BBIYUCIIUTEIEHOW MOILTHOCTH U CJIA0BIX MEXaHU3MOB 3amuThl ycrpoiictBa [oT craHoBsaTcs nérkoi
MUIIEHbIO JJIs aTak uyepe3 ceTh. Huke paccMOTpeHbl TakKe KII0UYEeBbIe BEKTOPHI aTak:

» DDoS-araku (Distributed Denial of Service). loT-ycrpoiictBa 3auactyio
SKCIUTYyaTUPYIOTCA JUIsl OpraHU3allid paclpeieNEHHBIX aTak OTKa3a B oOOcCiyxuBaHUHM. Takue
yCcTpolicTBa MOTYT OBITH 3axBaueHbl BpelOHOCHBIM [IO u oOBenuHEHBI B OOTHETHI, KakK 3TO
MpoHu301LI0 B ciaydae ¢ 6oraerom Mirai B 2016 romy, xorma muutionbsl loT-ycTpoiicTB ObutH
UCTOJIb30BaHbl 11 MacmTabHo DDoS-atakm Ha DNS-mposaiinepa Dyn. YcrpoiictBa, cmabo
3alMUMIIEHHBIE TapojsiMH 10 YMOJYaHMIO U 0€3 MEeXaHH3MOB OOHapy>KEHUs aHOMAaJH,
MPEJCTABISAIOT COOOW HMIIeaIbHYIO ENb Ul MOJOOHBIX artak. [lomMmuMmo ydactust B OOTHETe, camu
loT-ycTpolicTBa ¥ HUTIO3BI MOTYT CTaTh JepTBamMu DDoS, 4TO mpuUBOIUT K TOTEpE CBA3H,
HapyIIEHUIO pabOThl CUCTEMBI U B CIy4ae KPUTHYECKOH MH(PACTPYKTYpHl K COOSIM B YIIPABICHUU
TEXHOJOTUYECKUMH MPOLIECCaMHU.

* ATtaku «4ejoBek mocepemumue» (Man-in-the-Middle, MitM). MitM-ataku ocoOeHHO
ormacHbl B cinydae loT-cuctem, KOTOpbIe YacTO HCHOJIB3YIOT HE3AIIMIIEHHBIE KaHAJbl Mepefadn
nanablX. [Ipu orcyrctBum TLS wnmm ppyrux MexaHu3mMoB MHQPPOBaHUS 3JI0YMBIIUICHHUK,
MOJIYYMBIIMK JIOCTYH K MAapLIPyTU3aTOpy WM TOYKE MEXIy YCTPOMCTBOM U OO0JayHOM
HHDPACTPYKTYpOil, MOXKET IepexXBaThIBaTh ayTEHTU(UKAIMOHHBIC IaHHBIC, MOIU(UIIUPOBATH
KOMaH/bl YIIpaBJIeHUs], BHEAPITH BPEJOHOCHBIE OOHOBICHUS MTPOLIUBKH.

OCOo0EHHO YSA3BHMBI PELICHUS, HE PeaU3yIoIUe MPOBEPKU MOMTUHHOCTH KOHEYHBIX TOUEK
CBSI3M U UCIOJIB3YIOILIUE YCTaPEBIIUE MPOTOKOJIbI 6€3 KpUNTOrpadUyecKOi 3aInThI.

e JKCIUIyaTalusi ySI3BUMOCTEH IIPOTOKOJIOB CBsi3H. lOT-ycrpoiicTBa omuparoTcss Ha
CHeIMaIu3upoOBaHHble MpPOTOKONbl cBs3u  (Hampumep, MQTT, CoAP, Zigbee, Z-Wave,
LoRaWAN), pa3paboTaHHble C ynopoM Ha MHUHMMH3ALUIO Tpaguka U SHEPronorpedieHusi, HO
3a4acTyl0 HE HMECIOIIHME BCTPOCHHOHM 3ammthl. [lpumepsr yrpo3: MQTT (Message Queuing
Telemetry Transport) — ys3BMM K TMOAMEHE COOOIICHUH, OTKa3aM B OOCIY)KUBaHUH U
HEaBTOPHU30BaHHOMY J0CTymy npu orcyrctBud TLS um kontpons moamucku; COAP (Constrained
Application Protocol) — moxer ObITh Hcnionb3oBa it UDP-¢uyna, orpaxénnsix DDoS-arak u
arak replay-tuma; Zigbee/Z-Wave — moaBep:KeHBI IE€pexBaTy KOMaHI H OOpaTHOMY
WH)XUHUPUHTY, OCOOCHHO MPH UCIOJIH30BAHUHU YCTAPEBIIUX CXEM MIHU(POBAHUS.

e CkanupoBanue u mnepedoop konpurypaumii (IoT Reconnaissance). l0T-ycTpoiicTBa
4acTO PETUCTPUPYIOTCST B HHTEPHETE C IPEACKa3yeMbIMH HMEHAaMU U OTKPBITBIMH MOPTaMH
(marmpumep, mopt 554 mams RTSP-kamep, 23 mis Telnet, 80/443 nns BeG-unTepdeticoB). D10
JeNaeT  MX  YA3BUMBIMM K aBTOMAaTHU3UPOBAHHOMY  CKaHMpPOBAaHUID € ITOMOIIBIO
CIEIATM3UPOBAHHBIX IMOUCKOBUKOB, Takux kak Shodan wmm Censys, KOTOpbie MO3BOJISIOT
3JI0YMBIIIJIEHHUKAM HaXOAWTh MOAKIIOYEHHBIE K CETH YCTPONCTBA MO ONPEAEIEHHBIM MIPU3HAKAM
(3arosoBKH, OaHHEPHI, MPOTOKOJIBI). [locie naeHTuGUKaH OTKPHITOTO U JOCTYITHOTO YCTPOWCTBA
(manpumep, IP-kamepbl) aTakyrOLUIMIl MOXKET: UCIIOJIB30BATh YUYETHBIE JAHHBIE 10 YMOIYAHUIO WIH
nepedop s MOTydeHHs AOCTYMa; MOJYyYUTh JOCTYI K BHJEONMOTOKY WM MaHeNIsM YIpaBJICHHUS;
NPeBPaTUTh CKOMIIPOMETHPOBAHHYI0 KaMepy B IPOKCH-CepBep, 4Yepe3 KOTOPBIM MOXHO
BBITIOJIHATh ~ JalbHEWIlee CKaHUPOBAHHWE WM TPOHUKHOBEHHE BO BHYTPEHHIOIO CeTh
OpraHM3alMu, €CIU YCTPOICTBO pacnoiokeHo Ha rpanune NAT nian nMeer npsmMoi MapuipyT BO
BHYTpEHHUH cerMeHT. Takum obOpazom, make eauHuU4Has ys3BuMas loT-kamepa MOXKET CIyXKHUTh
TOYKOW BXOJa B M30JUPOBAHHBIE YAacTU CETH, YTO HApyLIaeT TPAAUIMOHHBIE MOJEIH
MEPUMETPOBON OE30MACHOCTH.

* DNS u ARP cny¢gunr. 10T-cuctemsl, He peanu3yrolye 3aluTy Ha CETEBOM YPOBHE, MOTYT
ObITh ToOnBepkeHbl cryduHry: DNS Spoofing mo3BosisieT HampaBUTh YCTPOMCTBA Ha JIOMKHBIHA
cepBep, OTKyJa OHH MOTYT 3arpy3uTh BpPEJOHOCHYIO KOH(PHUIypalMio HJId OTIPABUTH
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kKoHpuaeHIMaNbHbIe aaHHble. ARP Spoofing moker OBITh HCHONB30BaH JUIsl 3axXBaTa BCETO
Tpaduka BHYTpHU JOKaJIbHON CETH, YTO OCOOCHHO OMAacCHO B «YMHBIX AoMax» M o¢ucax, rae loT-
YCTPOMCTBA MUCTIONB3YIOT OOIINI CETMEHT.

2. ®usnyeckue yrpo3nl. dusnyeckne yrpo3bl KacaroTcs aTak, B KOTOPBIX 3JI0YMBIIIICHHUK
motydaeT mpsMoil goctyn K ycrpoiictBy loT, ero kopmycy, mHTepdencaM WU OKpYKaromiei
uHppacTpykType. Takue araku OCOOCHHO OIMACHBI B YCIOBHSAX Claboil (u3nueckod 3aIiuThl
YCTPOICTB, YTO XapaKTEPHO JJISl POMBILIUICHHBIX 00BEKTOB, TOPOACKUX CUCTEM (YMHBIE KamMephl,
JaTYNKU) W YAAIEHHBIX CEHCOpoB. Hipke mnpuBeneHbl OCHOBHBIE BEKTOPHI (DHU3MUYECKOTO
BO3JICUCTBU:

* Kpaxa ycrpoiictB n ¢usnyeckoe BckpbiTHe. Dusnueckoe usbsatue loT-ycTpoiicTBa
MPEIOCTABNIAET 3J0YMBIIUIEHHUKY JOCTYIl KO BCEM €ro amnmapaTHbIM M IPOrpaMMHBIM
KOMITOHEHTaM:

MOKHO M3BJieUb KOH(UTypalmoHHbIE (ailsibl, YUETHBIE NaHHBIE U KIIOYM MHU(PPOBAHUS U3
namsatu (Hanpumep, U3 SPI Flash unu EEPROM); BO3MOXHO KJIOHHpOBaHHE YCTPOMCTBA WU
SMYJISILMS €r0 TOBEJEHUS B TECTOBOW cpele Al MMOCIENYIOIIero aHajiu3a; YCTpOMCTBa, He
UCTOJB3YIONINE anmapaTHoe IMH(pOBaHUE XpPAHEHUS, OCOOCHHO MOJBEPKEHbI yTEUKE JaHHBIX
nocine Kpaxu. Takol BeKTOp araku KpuTuueH 1 [oT B  MEOUIMHCKUX, BOCHHBIX H
MIPOU3BOJICTBEHHBIX CUCTEMaX, TJie¢ KOH(PHIECHIINATIbHbIC JaHHBIEC (HAIpUMep, JIOTH WU apaMeTphl
YIpPaBJIE€HUS) MOTYT OBITh UCIIOJIB30BaHBI ISl TOATOTOBKH MOCIEAYIOMINX KuOepaTax.

* HecaHKUMOHUPOBAHHBINH (PU3HYECKHH J0CTYN U 3aMelleHue. J[axxe KpaTKOBPEMEHHBIM
¢bu3nyecKuif KOHTAaKT C YCTPONCTBOM MOXET OBbIThb JOCTAaTOYHBIM [UIsI €r0 KOMIPOMETAIUH.
Haubonee pacnpocTpaHEHHBIE CIEHApUM BKIIOYAIOT: MOJKJIIOYEHHE 4Yepe3  OTJaJ0uHbIe
untepdeiicel (UART, JTAG), KOoTOpble 4acTO OCTaBJIICHBl AKTUBHBIMH B (DMHAJIBHBIX BEPCHSX
yCTpolcTB; uHBEKIMS BpegoHocHoro IO uyepes USB wumm microSD-untepdeiichl; 3ameHa
OPUTHHAIILHOTO YCTPOHCTBA MOIU(ULIIMPOBAHHBIM KJIOHOM, COXPAHSIOIIUM BHEUIHHE MPU3HAKH, HO
peanu3yoIuM CKPBITYI0 (PYHKIMOHAJIBHOCTD (HAapUMEp, MEpexXBaT WM PETPAHCISIMIO JTaHHBIX,
BCTPOCHHBIM paguoMoynb). B ycioBusix maccoBoro pasBépteiBanus [oT B myOnWYHBIX WIIH
OTKPBITBIX MPOCTPAHCTBAX (HAMpUMep, MApPKOBKaX, OCTAHOBKAX, YMHBIX MYCOPHBIX KOHTEHHEpax)
dbuzmveckas 3ammTa peaKo oOecreyuBaeTcs JOHKHBIM 00pa3oM, 4YTO JeNlaeT TaKhe AaTakd
PeaTMCTUYHBIMH.

* Ataku 4epe3 OokoBble KaHaubl (Side-channel attacks). boxoBsle KaHabI MO3BOJISIOT
M3BJICKaTh YyBCTBUTENIBHYIO MH(OPMAIUIO, HE HapyIlIas JIOTHYECKOH IETOCTHOCTH CUCTEMBI. DTH
aTaku UCIONB3YIOT: aHanmu3 dHepromorpednenus (Power Analysis) — miia  u3BJICUCHUS
Kpunrorpapuueckux Kioded (Hampumep, B ycTpoiictBax, peammsyroumx AES, RSA, ECC);
n3MepeHue dekTpoMarHutHoro u3nydeHus (EM Analysis) — mis BOCCTAHOBJICHHUS OTEparuit
mporeccopa; aHajlu3 TEIUIOBOro MNpoduias — A BbISIBICHUS pPa0OTAIOMMX KOMIIOHEHTOB,
0COOCHHO B MHOT'OYHIOBBIX cOopkax. HecMoTps Ha TO, 4TO Takue aTakd TPeOYIOT CHEIHaIbHBIX
HaBBIKOB U 00OPYAOBaHM, OHU YCIIEIIHO MPUMEHSUIUCH MPOTHB peanbHbIX loT-ycTpoiictB — ot
miaT Arduino 70 cMapT-KapT ¥ MEIUIMUHCKUX TpuObopoB. OcoO0 ysA3BUMBI YCTPOWCTBa, HE
MCTOJIB3YIONINE CXeMbI anmnapaTHOM 3amuThl, Takue kak Tamper Detection, Shielded Enclosures
umn Secure Boot. OnHako, Kak MOKa3bIBAET MPAKTHUKA, JAXE HAIMYHME TaKMX MEXaHU3MOB HE
rapanTupyeTr abcomoTHON 3ammThl. B 2025 romy wuccnenoBatens B o0sacT MH()OPMAITMOHHON
0e30IacHOCTH CMOI' OOOHMTM MexXaHM3M Secure Boot, BOCHOJB30BaBIINCH BO3MOXKHOCTSIMU
s3pikoBoit Mozenu ChatGPT ans renepammu skcruioiiTa Ha 0a3e aHanW3a MPOIIMBKU U PEBEPC
WHXUHUPUHTA, YTO JEMOHCTPHUPYET pacTyUIyl0 Yrpo3y cO CTOpoHbl HHCTpymeHToB WU mpu
MIPOBE/ICHUH LIEJIEBBIX aTaK Ha MPOIIUBKY M 3arpy304YHbIC IIETIOUKH JOBEPHUSI.

3. Yrpo3sl Ha ypoBHe mnpuiaoxkeHuii. ITporpammuas cocraBiswomas loT-a3xocucremsi,
BKJIIOYasi BCTPOCHHBIEC MPOIINBKHU, BeO-UHTEp(eichl, MOOMIbHBIE MPUIOKEHUS U obnaunbie API,
Mpe/ICTaBIsieT co00i KIIIOYEBYIO MOBEPXHOCTh aTaKW. YUHUTHIBAs, YTO OOJBIIMHCTBO YCTPOMCTB
paboTaloT B TECHOU CBSI3KE C yNAIEHHBIMU CEpPBHCAMH, OIIMOKH HA YPOBHE MPUIIOKEHUNH MOTYT
MPUBECTH K MacITaOHbIM KoMmpoMmeTanusaMm. Hike npeacrabiensl Hanboiee KpUTUYHBIE BEKTOPHI
aTaK:
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* Vazgumoctu B npomuBkax U BcrtpoeHHoM I1O. IlpommBku loT-ycTpoiicTB 3auactyro
CO3JIAIOTCS ¢ aKIEHTOM Ha (P)YHKIHOHAJIBHOCTHh U 3HEProd3(dekTuBHOCTD, B yiiepd 6€30MacHOCTH.
OTO NPUBOAUT K TMOSIBICHUIO CIEAYIOIUX MpoOJeM: OTCYyTCTBHE MEXaHHU3MOB BepU(UKALUU
obonoBnennit (mnm peanmuszauuss OTA Update 6e3 moamucu U MPOBEPKH KOHTPOJIBHOM CYMMBI);
HeOe30IacHas peann3ains CTEKOB CETEBBIX IMPOTOKOJIOB, NMPUBOMAIIAS K MEpernojHeHnuo Oydepa
(buffer overflow) u Bo3mMoxHOCTH yaanéHHoro BeimosHeHUs kofa (RCE); Hanuume BCTpOSHHBIX
y4ETHBIX 3amuced ¢ xk€ctko 3amanHbiMu mapossiMu (hardcoded credentials) miam oTinamoYHBIX
09k10poB. B peanpHOW mpakTHKE M3BECTHBI Clydyal MaccoBbIX arak Ha loT-ycrpoiictBa ¢
UCIOJIb30BaHUEM MYOJIMYHO  JOCTYMHBIX OKCIJIOMTOB i NPOIIMBOK, B  YaCTHOCTH,
MHorouucieHHsle CVE, cBsizaHHbIE ¢ MapuipyTu3aTopamMu M BHujaeokamepamu (Hanpumep, CVE-
2021-36260 — ynanénHoe BbITOTHEHUE KOMaH I Ha ycrpoiicTBax Hikvision).

* Ataku Ha APl m oOaauynble uHTepdeiichl. bonbmmHCTBO coBpeMeHHbIX loT-cuctem
ucnionb3ytoT REST API unmn MQTT over WebSockets niist cBsizu ¢ 00s1auHbIMH T1aTHOpPMaMHU UITH
MOOWJIBHBIMUA TPHIIOKEHUSAMH. OIMOKM B HMX pealu3aldil WIM HAacTPOHKE MOTYT BKIOYATh:
OTCYTCTBHE ayTeHTU(UKAIMK WM cia0ble MEXaHW3Mbl aBTOpPU3ALMU (HANIpUMEpP, TOKEHBI, HE
npussizanHbie K [P umm ceccun); yszBumoctu tumna Insecure Direct Object References (IDOR),
KOT/la 3J0YMBIIUIEHHUK MOJXET TMONYy4YUTh JOCTYyl K 4YyXHM JaHHBIM MyTéM moadopa
UACHTU(DUKATOPOB;

OTCYTCTBHE OTpaHHYCHHs CKOpocTH (rate limiting) m MexaHu3Ma 3anuThl OT repedopa (brute-
force protection). Araku Ha API TO3BONSIOT HE TOJBKO MOJYYHTH JOCTYN K YIPABICHHIO
YCTpOICTBaMH, HO U MAacCOBO M3BJIEKaTh KOH(UIEHIINAIbHBIE JaHHBIE O TOJIb30BATENSIX, BKIIOYAs
KOOPJMHATHI, ay/IM0- ¥ BUJICO3AINCH, JIOTH aKTUBHOCTH.

e Omubku KoHpUTypaUMU H aAMUHHCTPUpoBaHusi. OmmOkM B KoHUTyparu
CHCTEMHOTI'0 W MPHUKIJIAAHOTO YPOBHS SABISIOTCS OJHOM M3 CaMbIX PAaCHpPOCTPAHEHHBIX MPUUYHMH
KOMITPOMETAIMi: YCTPONCTBA, OCTAaBJIEHHbIE C HACTPOWKAMH IO YMOJYaHMIO, BKJIIOYas Maposiu
«admin/admin»; BkIrOU€HHBIC OTIaJOYHbIC HHTEP(EHCHI, JOCTYITHBIC [0 CETH; IIMPOKUE TMTOJUTHKH
JI0CTyTa B 00JIaYHbIX cUcTeMax (HalmpuMep, OTKPHIThIE S3-0aKeThl, B KOTOPBIX XPAHITCS pe3epPBHBIC
KOIIMH HACTPOEK HJIM TOKEHBI). 3a4acTyl0 aJJMUHUCTPATOPBI HEOCTATOYHO BHUMATEIHHO MOIXOAST
K M30JSIIUM YCTPOMCTB BHYTPU CE€TH WM HE peanu3yroT Zero Trust-Monenb, 4To CO31aéT
JOTIOJTHUTEIbHBIE PUCKH ITPH KOMIIPOMETAIIUH OJHOTO U3 Y3JI0B.

4. Yrpo3bl KOH(PUAEHIIHAIBLHOCTH M YTe4YKH JaHHBIX. |0T-3KocHCcTeMBI IO CBOEH MpupoIe
OpPHEHTHUPOBAaHBl Ha HENPEPHIBHBIA cOOp, 00pabOTKy M mepefady IaHHBIX O IMOJb30BaTENsX,
OKpYyKarollel cpefie 1 00beKTax ynpasiieHus. B ycnoBUsX OTCYTCTBUSI AOKHBIX MEp 3aIIUTHI ATO
nenaet loT ogHuM u3 Hambosee ysA3BUMBIX KOMIIOHEHTOB C TOYKU 3PEHUS KOH(PHUIECHIIMAIHHOCTH.
Huxe mpuBeneHbl KiIIOUEBbIE KAaTETOPUU YIPO3, CBSI3aHHBIX C YTEUKOHM WM HENPaBOMEPHBIM
JOCTYTIOM K JJAHHBIM:

* Hapymienue KOH(PUIACHUMAIBLHOCTH TMEPCOHAJBHBIX JAaHHbIX. MuoxectBo IloT-
YCTPOUCTB, OT (pUTHEC-OpacieTOB M «yMHBIX» KOJOHOK J0 MEAMLIMHCKUX MMIUIAHTOB, COOMpAIOT
YyBCTBUTEIbHYIO  HMHQOpMAIMIO: OHOMETpUYECKHE  MapaMeTpbl, HCTOPUI0  aKTUBHOCTH,
TCOMNO3HIINI0, MOBEICHUYECKUEe MIA0NOHBl U Mp. YacTo 3TH NaHHBIE: MEPEAalOTCs Ha BHEUIHHE
cepBepbl 0e3 HajyIexkamero mudposanus (Harpumep, mo HTTP); coxpaHsSroTCs B TOKaIBHBIX JIOTaX
06e3 KOHTPOJS JOCTYIA; WCIOJB3YIOTCS TPETbUMH CTOPOHAMH 0O€3 COryacusi IMoJjb30BaTels (B
Hapymenne mnpuHIMnoB GDPR, HIPAA wu npyrux cranmaptoB). [IpuMepoM MOXKET CIyXHTh
yTeuKka 4Yepe3 TpEeKepbl AaKTUBHOCTH, IPU KOTOPOH CTalo BO3MOXHO HIECHTU(DULIUPOBATDH
pacroio)KeHue BOCHHBIX OOBEKTOB, Kak 3TO mpowm3onuio ¢ Strava B 2018 romy, koraa JaHHBIC
MOJIb30BaTese ObUIM BU3yaTU3UPOBAHBI Ha ITyOIMYHON KapTe TEIJI0BOM aKTUBHOCTH.

* HeaBTOpu30BaHHOEe CcJIe:KeHHMe H CJI0OM mnpuBatHoctu. Muorue IoT-ycTpoiicTBa,
M3HAYaJbHO TpeJHa3HAuYeHHbIE s obOecneueHUs koMm¢popra WM 0e30macHOCTH (HaIpUMep,
KaMepbl BUJCOHAONIOACHUS, YMHBIE JABEpHbIE 3BOHKH, T'OJIOCOBBIE MOMOIIHHUKH), MOTYT OBITh
nepenpouIMpOBaHbl 3MOYMBIIICHHUKOM B HWHCTPYMEHTBI CKpBITOro HaOmoaeHus. OCHOBHBIC
PUCKH: JOCTyH K BHJIEONOTOKY WIM MHUKPOQOHY B pEaJbHOM BpEMEHU depe3 yAallEHHbIE
ys3BuMocTH  (BeO-uHTepdeiic, API); coxpanenume 3amuceii B oOnake 03 yBEIOMIICHUS
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M0JIb30BaTeNs] U 0€3 BO3MOXKHOCTH HX YJAIHUTh; T'€0JOKAllMOHHBIE TpeKkephl 0e3 mupoBaHUs,
Nepeaaonue MECTOMONIOKEHNE B OTKPBHITOM BHJE WK ciabo 3ammméHHbiM APl @aktuuecku
CKOMIIPOMETUPOBAHHOE IoT-ycrpoticTBo MOKET CTaTh nupoBEIM SKBHUBAJICHTOM
MOJICJTYIIMBAIOIIETO WM HAOIIOIAIOMIEeT0 Ky4Ka, 0COOCHHO B JOMAIHEel 1in oUCHOI cpere.

e [lepexBar W yTeuyka /JaHHBIX uepe3 oOgauyHble miaaTgopmbl. |0T-maHHBIE penKo
OCTAlOTCSl  JIOKAJbHBIMH, OOJBIIMHCTBO pEIICHUH HCHONB3YIOT OOJayHble XpaHWIMIIA U
w1aropMbl Ui arperanuy, BHU3yaJIM3allud M AHAINTUKU. [Ipy 3TOM: JaHHbBIE XpaHATCS Ha
CTOPOHHHX CEPBHUCAX, HE BCETJa COOTBETCTBYIOIINX TPEOOBAHUAM JIOKAIBHOTO 3aKOHO/IATENILCTBA O
3aIUTe JaHHBIX; TI0Xo 3amuménubie API, orcyrcTBue mmdpoBanus at-rest u in-transit, wim
OTKpBIThIE MyOJIn4HbIe OakeThl (Hampumep, Amazon S3) MPUBOAAT K MAacCOBBIM yTEUKaM; OJWH
CKOMITPOMETHPOBAHHBIA aKKAayHT aJMHHHUCTPATOpPa MOXET OTKPBITh JOCTYN K MH(OpMaIMM BCEX
nojip30oBaresei miargopmel (MOAETh «OIHOW TOYKM OTKas3a»). YuutThiBasg, uro MHorue loT-
maThopMbl 00pabaThHIBAIOT BUACO, aAyJIU0, TEIEMETPUIO, OMOMETPHIO M TTOBEACHYCCKHE MATTEPHHI,
UX KOMIIPOMETALUS MOXXET HMETh IIOCIEACTBUS, CONOCTAaBUMBIE C KpPYIHBIMH YyT€UKaMU B
(MHAHCOBOM WJIM MEUIIMHCKOM CEKTOpax.

IIpumepsl peanbHbIX arak Ha YycrpoiicrBa IoT. Ilpaktuka nocimegHux JieT sCHO
MOKa3bIBaeT, 4To yrpo3el i loT-cpenbl He ABISIOTCS TEOPETHUYECKMMM, a HANPOTUB, OHH YXKe
MPUBEIH K PSIy MacIITaOHBIX WHIMIEHTOB C CEPbE3IHBIMU TOCIEACTBUAMU sl OM3HECA, YACTHBIX
JUIl M JaXe YeroBedecKoM ku3HM. Huke npuBeneHsl HauOosiee IOKa3aTelbHbIE Cllydaw,
OTpakarollye IMUPOKUH CIIEKTP BO3MOXKHBIX atak Ha loT-undpactpykrypy:

Boruer Mirai (2016). OnuH u3 Hamboiee HM3BECTHBIX W Pa3pyIIUTEIBHBIX MPUMEPOB
snoynorpedsenus IoT — Gotner Mirai, BuepBble 3agukcupoBanHblii B 2016 roxy. OH ckaHUpOBal
CETh B MOWCKaX YCTPOWCTB C 3aBOJCKMMHU MapojsiMu (BUACOKaMephl, MapmpyTtu3atopsl, DVR) u
ABTOMATHUYECKHU MOAKIIOYANI uxX K 6oTHery. Cpeau Hambosee mocrpanaBmmx — mposaiinep DNS
Dyn, aTaka Ha KOTOpOro IpuBena K MacHITaOHOMY OTKJIIOYEHHIO CEpBUCOB, BKiIrodas Twitter,
Netflix, Reddit u GitHub. Mirai ctan moBopoTHOW TOYKOH B 0CO3HaHHM yrpo3 oT loT-ycTpoiicTs.
OH moka3aj, 4To JJaXe MPOCThbIE YSI3BUMOCTH, TaKW€ KaK MAapojM MO YMOJIYaHHUIO, MOTYT OBITh
MCTOJIb30BAHBI JUIs CO3/IaHMsI TII00aTbHBIX CeTel BPEIOHOCHBIX YCTPOMCTB.

B3som cucrembl ymuoro goma Nest (2019). B 2019 roay 6s110 3adpikcupoBaHO HECKOIBKO
MHIMJICHTOB, CBsI3aHHBIX cO B3JoMoM loT-ycTpoiictB Google Nest, BKiltoyast KaMepbl U «yMHBIE»
TepMOCTaThl. B 0fHOM cilydae 310yMBINUIEHHUK MOJXYYMJI JOCTYNl K Kamepe M Iepeaan uepes
JMHAMUK TOJIOCOBOE COOOIICHHE C YTPO30i MOIB30BaTENI0, CUMYJIHPYS 3aXBaT JA0Ma. XOTs B3JIOM
OBLIT OCYIIECTBJIEH C MCIOJIB30BAaHUEM YTEKIINMX YUETHBIX MaHHBIX (credential stuffing), mHmaeHT
NPOJIEMOHCTPHUPOBAII CEPhE3HYIO MPOOJIEMY: OTCYTCTBHE ABYX(akTOpHOH ayTeHTUHKanuu (2FA)
[0 YMOJYaHHUIO, HEJOCTATOYHOE OIOBELICHHE IOJIb30BATENCH O BXOJAax M Cladyl0 peakiHio Ha
MHIUJIEHTHI CO CTOPOHBI CEPBHCOB. DTO COOBITHE BHI3BAIO MIMPOKHI PE30HAHC U CTAJO0 MPUMEPOM
Toro, kak loT-ycTpoiicTBO MOKET NPEBPATUTHCA B UHCTPYMEHT IICUXOJIOTUYECKOTO TaBJICHUS.

Ya3BUMOCTH B MeTHUIIMHCKUX ycTpoiicTBax Medtronic (2018-2020). Mexnay 2018 u 2020
rOJaMU HCCIIEZOBATEeNM BBISIBJIM KPUTHYECKHE YSA3BMUMOCTH B KapAMOCTHUMYJATOpax u
MHCYJIMHOBBIX TomMnax Medtronic, BKJIIOYas: OTCYTCTBHE INH(QPOBAHUSA CBSI3H MEXIY
YCTPOHCTBAMM M KOHTPOJUIEPAMHU; BO3MOXKHOCTh Il€pexBaTa W MOAM(DUKALMHU YHPABISIOIIUX
KOMaH/JI; OTCYTCTBHE MEXaHM3Ma MPOBEPKH MoAnuHHOCTH oOHoBieHui [10 (firmware updates). B
paMKax JI€MOHCTPALUHU aTakyl ObUIO MOKA3aHO, YTO 3JI0YMBILIUICHHHUK, HAXOASIIHUIICS HAa paCCTOSTHUU
70 6 METPOB, MOYKET U3MEHUTh PUTM CTUMYJISLIMU CEpALlAa WIHM NPEKPAaTUTh [101ady UHCYJIMHA, YTO
IPEJCTABISAET MPSIMYIO YTpo3y KU3HU ManueHTa. HecMoTps Ha BbIITyCK OOHOBJIEHUH U OT3bIB YacTH
MPOAYKIMH, WHLUUJAEHT BBIABMJ KPUTHYECKYIO YysA3BUMOCTh loT-MEIMIMHCKMX CHUCTEM, TIA€
0e3011aCHOCTb )KU3HEHHO Ba)kHA, HO HCTOPHYECKU OCTaBaIach Ha BTOPUYIHOM Mecte [2].

OTH M MHOTHE Jpyrue MHUUACHTHl JEMOHCTPHUPYIOT, 4YTO yrpo3bl Oe3omacHoctd loT
OXBaTHIBAIOT BCE YPOBHU APXUTEKTYPbl — OT (U3NYECKOIO YCTPOMCTBA 10 OOJAYHBIX CEPBHCOB,
BKJIKOYasl CETEBbIE IPOTOKOJIBI U MpUIIOKEeHUs. boitee Toro, loT-ycrpoiicTBa BCE 4ale CTaHOBATCA
YacThI0 KUOEpPU3UUECKHX CHUCTEM, TJIe aTaka B HU(PPOBOM MPOCTPAHCTBE MOXKET IMPUBECTU K
pEaIbHBIM TOCHEACTBUSIM — OT BTOPXKEHHMS B JIMYHOE IIPOCTPAHCTBO OO YIPO3bl >KU3HMU.
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®opmupoBanue >ddexTuBHON crpareruu 3amuThl [0T AomKHO 06a3upoBaThCS HE TOJBKO Ha
TEOPETHUYECKUX MOJENSIX, HO M Ha aHalu3€ YXKE€ MPOU3OUICAIINX aTaK, HUX CIEHApUeB U
nocencTauii [3].

AHanau3 MetoaoB 3amMThl yerpoiictB IoT. DddexTuBHas 3ammra ycrpoiictB MHTepHEeTa
Bemei (IoT) momkHa OBITH KOMIUIEKCHOW M YYUTHIBATh YSI3BUMOCTH Ha BCEX YPOBHSIX: allllapaTHOM,
CETEBOM U IporpaMmmMHOM. PaccMOTpuM COBpeMEHHBIE METOJblI U TE€XHOJOTHHU, HAIPABJICHHBIC Ha
CHIDKEHHE PHCKOB U 3ammuTy ycrpoiicts [oT [4].

1. MeToabl 3amuThl HAa ypoBHe ceTH. Hanéxnas 3ammra cereBoro B3aumojernctsus loT-
YCTPOUCTB SIBISIETCS OCHOBOMOJIATAIONIMM 3JEMEHTOM OO0IIel apXuTekTypbl Oe3omacHocTH. C
Y4ETOM TIOCTOSSHHOM CETeBOM aKTMBHOCTHM W OrPAHMYEHHBIX BBIYUCIHUTEIBHBIX PECYPCOB
OOJIBIITMHCTBA yCTPOMCTB, 3allldTa HA CETEBOM YPOBHE TpeOyeT TIIATeIbHO IOJ00paHHBIX
peleHuii, coyetaronmx 3pPEeKTUBHOCTD U JIETKOCTh pean3alium.

Hcnonb3oBanue 3alIMINEHHBIX MPOTOKOJIOB Iepeaadyd JaHHbIX. be3zomacHas mnepemaya
JaHHBIX KpUTHYHA NP B3aumojeiictBun loT-ycTpoiicTB ¢ 001auyHbIMU TUIaTGOpMaMHU, IUTIO3aMU U
npyr ¢ apyrom. Hanbonee addextuBnasie npotokomnsl: TLS (Transport Layer Security) — cranmapT
qutst 3amuthl coenunennit TCP. Hcnonb3yercst Bo Bcex coBpemenHbix HTTPS-ceccusix, mo3Bossier
obOecrieunBath ayTeHTHPUKANHIO yCTporcTB (uepe3 X.509-ceptudukarsl) W 3alIMIIEHHYIO
nepenady manHbiX. B loT mpumeHsercs npu mepenadye JaHHBIX B 00JIAaKO WM TIPH OOHOBJICHHUH
npommBok (FOTA). DTLS (Datagram Transport Layer Security) — Bepcust TLS, agantupoBaHHas
nog UDP-coenunenus, wucnonsdyemble MHOrumMu loT-nporokonamu (Hanpumep, CoAP).
[TonnepxuBaer ckBo3HOE MK (poBaHNe U BepUPUKALIMIO IIEJIOCTHOCTH, AaK€ B HECTAOUIBHBIX WM
HU3KONpou3BoIUTENbHBIX ceTsx. IPsec (Internet Protocol Security) — mpoTokon 3ammThl Ha
ypoBHe IP-cteka. Yacto mpumensiercst B mpoMmbiiuieHHbIX [oT-ceTsx (IIoT), roe Tpedyercs crporas
MOJINTUKA OE€30MacHOCTH MEXIy [UTF03aMHd W yHOpaBisiomuMu  1eHtpamu. OOecnieunBaet
mudpoBaHue, ayTCHTH(PUKAIMIO U 3alTUTy OT TOJAMEHBI TpaduKa Ha CETEBOM YPOBHE.

Baxno yuurtsiBath: BerpauBanue TLS/DTLS B ycTpoiicTBa ¢ OrpaHUYeHHBIMH PeCypcamu
TpeOyeT ONTUMHU3HPOBAHHBIX peanu3anuil (Hampumep, mbedTLS, WolfSSL) u rpamMmoTHO# paboThI
C XpaHWIUIIAMH KJIIOUel U CepTUPHUKATOB.

Me:kceTreBble 3KpaHbl M cerMeHTalusA ceTH. CeTeBble MEpbI 3aLIUTHI CIyX,aT Oapbepom
Mmexay loT-ycTpoiicTBaMu U MOTEHIIMATLHBIMA HCTOYHUKAMH aTakK: MexceTeBbie dKpanbl (Firewall)
oOecrieuynBarOT (GUIBTPANMIO HUCXOIAIMIETO W BXomsmero Tpaduka Ha ocHoBe I[P, mopTos,
MPOTOKOJIOB MJIM KOHTEKCTa ceccu. Ha mpakTUke NPUMEHSIIOTCA: HA MUTI03aX, COSAUHSIOIINX

nokabHyt0 loT-cetp ¢ MHTepHETOM; BHYTpU NPEANPUATHS — B COCTABE CHUCTEM KOHTPOJIS
MEXCEIrMEHTHOTO Tpaduka, Ha ypOBHE O0Jlaka — C TOMOINBIO BHPTYaJIbHBIX (PaepBOJIOB
(manpumep, AWS Security Groups, Azure NSG). CerMeHTHpPOBaHHE CETH — JIOTHYECKOE

pasnenenue uHGpacTpykTypel Ha wu3oiupoBaHHble 30HB: VLAN wmm VRF no3Bossior
pasrpaHu4YUTh JOMEHBI J0Bepus (Hampumep, OTaeauTh loT-kamepsl OT CUCTEMBI YIpaBJICHUS
noctynioM win SCADA). [Ipumenenue texHoinoruu microsegmentation Ha 6aze SDN (Software
Defined Networking) naér BO3MOKHOCTH YIPaBIIATH CBA3SIMH MEKIY YCTPOWCTBAMH Ha YPOBHE
MOJIUTUK, YTO OCOOEHHO 3(P¢PEKTUBHO B JaTa-IEHTPAX M MPOMBIIUICHHBIX DPa3BEPTHIBAHUSX.
CerMeHTanysi CyIIECTBEHHO CHHKA€T ITOBEPXHOCTh AaTaKM M OrPaHUYMBACT TOPU30HTAIBHOE
NepeMEIEeHUE 3T0YMBIIICHHUKA MTOCIE KOMITPOMETAIIMU OAHOT0 13 y3710B (lateral movement)[5].
HUcnoan3zoBanue VPN-coennnenmii. Jlns Oe3omacHOW mepemayd  JaHHBIX — MEXKTY
YCTPOMCTBaAMH, PACHpPENEIEHHBIMU IO Pa3IUYHBIM (DU3UYECKUM JIOKAIUsAM (HampuMep, MEKIY
YIAQIEHHBIM CEHCOPOM M IIEHTPAJIBHBIM cepBepoM), mupoko npumensercs: VPN (Virtual Private
Network) — 3aImunéHHbId TYHHEb, 00SCIICYUBAIONINI KOHPUICHIIUATLHOCTD, ayTCHTHU(PHKAIUIO
U 1uenocTtHocTh JaHHbIX; [Psec VPN — wyacto wucnonab3yercs MeXIy MNpOMBIIIIIEHHBIMU
KoHTpoiulepamu U aucnerdepckumu; OpenVPN u WireGuard — nérkue peanuzanuu yis
BCTpaMBaHMS B YCTPOWCTBA C OTpaHUYCHHBIM 00BEMOM mamsaTh; VPN Takke mpuMeHsieTcss Tmpu
yaain€HHOM agMUHHCTpupoBaHUU [0T-ycTpolCTB — Kak ambTepHaTHBa HEOE30MACHOMY MPSIMOMY
noakmoueHuto mo SSH wmm Telnet. OmHako ciaeayeT MOMHUTH, YTO HCMOjib3oBaHne VPN 6e3
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JOJKHOTO YIPABJICHUS KIIIOYaMU U KOHTPOJISE TOUEK BXOJa MOKET MPHUBECTH K HOBBIM BEKTOpaM
aTak, BKJIIOYast 3aXBaT CECCHI U 00X0/1 MEKCETEBBIX HIKPAHOB.

2. MeTtoabl 3alIUTHI HA YPOBHe ycTpoiicTB. be3omacHocTs Ha ypoBHe ycTpoicTB loT —
3T0 (pyHIAMEHTANbHBIA CIION, OOSCIEUMBAIONMINN JOBEpUE KO BCEH OCTANIBHONW WHQPPACTPYKTYpE.
BBuay orpaHM4eHHBIX PECYpCOB U JIUTENLHOTO >KM3HEHHOTO IMKJIA TaKUX YCTPOMCTB ocoloe
3Ha4YeHUE MPUOOPETAIOT MEPHI, KOTOPBIE MOTYT OBITH BCTPOCHBI B CaMy apXUTEKTYpPy YCTpOICTBa U
(GYHKIIMOHMPOBATH O€3 MOCTOSIHHOTO BMEIIATEIhCTBA aIMUHUCTpaTopa [6].

AyTeHTH(UKAIUA ¥ aBTOPHU3aLHUA YCTPoiicTB. PasrpaHnyeHne mpas JOCTyIMa U MPOBEPKa
MOJJIMHHOCTU YCTPONCTB M IMOJIb30BaTeIe — KIII0Y K MPEJOTBPAIICHUI0 HECAaHKIIMOHUPOBAHHOTO
ynpasienusi: J[ByxdakropHas ayreHtudukauus (2FA) — nobaBnenue BTOporo ¢akropa mpu
nocryre kK BeO-uHTepdeiicam, APl mnm MOOMIBHBIM TPHIOKEHUSM YNPABICHUS yCTPOHCTBAMH
(manpumep, Push-ysemomiienue, OTP-kom). 2FA ocoOeHHO akTyaidbHa Ui YJAJIEHHOTO
YOpaBJIE€HUS WIM aIMUHUCTPUPOBAHUSA YCTPOICTB B KPUTHUYHBIX 30HAX (HaAmpuUMep, CHUCTEMBI
KoHTponst noctyna, SCADA-nanenu). YnpasieHue HIeHTHYHOCThIO ycTpoiicTB (Device Identity
Management) — BHeapeHne HHPPACTPYKTYpbl OTKPBITHIX Kitouei (PKI) mo3Bomsier kakmomy
YCTPOMCTBY HUMETh YHHKanbHbIA ceprupukar X.509. HWcnonszoBanue TLS-pyunoro wnm
aBTOMATHUYECKOTO B3auMHOro ayTeHTH(ummpoBanus (mTLS) mpenorBpamiaer araku tuma «device
spoofing», a Takxke oOecrednBaeT JOBEPUTENbHYIO CBsi3b B MacmuTabupyemsbix loT-ceTsx.
JIoOTHUTEIPHO TPUMEHsIETCS aBTOMaTudeckuii oT3bIB  cepTudukatoB (OCSP/CRL), uro
MO3BOJISIET ONEPATUBHO OJIOKMPOBATH KOMIPOMETHPOBAHHBIE YCTPOMCTBA.

OOHoBJIeHMEe M 3amMTa NPOMMUBOK. bonpmmHcTBO arak Ha loT-ycrpolicTBa
sKcIuTyatupyroT ycrapeBmiee [1O u HeGezomacHble OOHOBIEHHS, MOITOMY OOHOBISIEMOCTH H
KOHTPOJIb I[EIOCTHOCTH MPOIIUBKH SABJISIOTCS 00s3aTrenbHbiME TpeboBanusamu: OTA (Over-the-Air)
OOHOBJICHUS — TO3BOJISIOT LIEHTPATM30BaHHO Pa3BEPTHIBATH NAaTYM 0€30MaCHOCTH M HOBBIE BEPCUU
npomnBkU  0e3 ¢u3nueckoro gocryna K ycrpoiictBy. [lpm »TOM BakHO: peanu3oBarth
KPUNTOTpapUUECKyI0 IPOBEPKY MOJIMUCH IMPOIIUBKU 10 €€ yCTaHOBKH; UCIOJIb30BaTh O€30MacHbIe
kaHanel (Hanpumep, HTTPS/TLS) mns mocraBku oOHOBICHMIA; mpeaycMaTpuBaTh fail-safe
MEXaHU3M — BO3BpaT K Iocieanel paboueil Bepcun npu cboe oOHoBneHus. Lupposas moanuch
MPOLIMBOK — TapaHTUpYeT, uTo 3arpyxaemoe 1O moctymaer oT AOBEpEHHOTO0 HWCTOYHUKA U HE
ObUT0 M3MeHeHO. [ToAnuCh BBIMOIHIETCS 3aKPBITHIM KIIFOUYOM BEHJI0pa, & MPOBEpKa — Ha CTOPOHE
YCTpOIiCTBa, C€  HCIOJNb30BAaHMEM BCTPOCHHOTO KOpHEBOro ceptudukara. Hekoropsie
MIPOU3BOJIUTENN peau3yloT Takke Secure Boot, mpu KOTOPOM KaKAblii KOMIIOHEHT IIETIOYKU
3arpy3Ku TIpoBepsieTcs Ha MOAJUHHOCTh M IEJIOCTHOCTh, HaUMHAs OT 3arpy3udka O OCHOBHOIO
I10.

AnmapaTrHass 3alMTa M YCTOMYHUBOCTL K (U3MUYECKHMM aTrakaM. Y4YUThIBad
pacnpoctpan€HHocTh [0T B mMyONMYHBIX W YSA3BUMBIX JIOKAIMSIX, OCOOCHHO Ba)KHBI MEXAHH3MBI
anmnapaTHOM 0€30MacHOCTH, KOTOpBIE 3allUINAIOT YCTPOMCTBa Jaxke MpHU (HU3MUECKOM JOCTYIIE:
Secure Elements (SE), TPM (Trusted Platform Module), HSM (Hardware Security Module) —
CHEHATM3UPOBAHHBIE MHKPOCXEMBI ISl XpaHEHMsI KpUNTorpaguueckux KiIrouen, IU(pPOBbIX
CepTU(PHUKATOB U TPOBEICHHsI KpUNTOrpaduyeckux omeparuii (Hampumep, reHeparusi MOJIHCH,
mudpoBanue/nemudppoanue). Kimroun, xpansumecs B SE/TPM, HeBO3MOXHO H3BIEYb
CTaH/IaPTHBIMU CPEJICTBAMHU.

dusnyeckas 3amuTa oT B3jaoma (tamper-resistant / tamper-evident / tamper-proof):
SKpaHUPOBAHUE YHUIIOB OT JJIEKTpOMarHUTHOro aHanm3a (side-channel attacks); crupanue xiaroueit
IpU TONBITKE BCKPBITUS KOPIIyca; HCIOJIb30BAaHUE KIIEEBBIX WM AHTUKICHKUX MaTpHIl Ha
KoHTakTax otnanounbix uHTepdeiicoB (UART/JITAG). OO¢dyckanus NpOMMBKM M 3allUTa OT
OoOpaTHOM WH)KEHEPUM TaKKE MOXET OTHOCUTHCS K D3TOMY YpPOBHIO: HalpuUMep, BHEIpEHHE
AQHTHBAHIATBHBIX MEXaHU3MOB WJIM CAMOYHUYTOXCHHUSI KITFOUEH TPU aHOMAIILHOM JIOCTYTIE.

3. Metoabl 3alMTHI HA YPOBHE MNPUIOKeHHH. [IoCKONBKY B3aMMOJEHCTBHE MEXKITY
NoJb30BaTes MM, oOnayHbiMU  margopmamu  u  loT-ycTpoiicTBamMu  ocymiecTBisieTcs B
3HAYUTENILHON CTENEeHU 4epe3 MPHUKIATIHON ypOoBeHb, HAAEKHOCTh U 0€30MacHOCTh MPUIIOKEHU,
API u cucteM KOHGUTypaIiH SBISETCS KPUTUUECKH BaXKHOU. Y SI3BUMOCTH B JIOTHKE TPUIIOKEHUH,
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ommbouHas peanmsaius APl uiam HeBepHble HACTPOWKM MO YMOJIYAHHIO HEPEIAKO CTAHOBATCS
OCHOBHBIMH BeKTOpamu arak Ha loT-undpactpykrypy.

be3onacHoe nporpammupoBaHue U koaupoBanme. Hanéxnas 3ammra loT HaumHaercs Ha
JTare MPOEKTUPOBaHUS MporpamMmHoro obecnedenus. [Ipunmuner Secure Software Development
Lifecycle (SSDLC) Bkitouaror:

Be3onacHoe komupoBanue ¢ yuérom pekomennamuii OWASP IoT Top 10 u CWE/SANS.
DTO BKIIIOYACT 3aIUTy OT TepernojiHeHus Oydepa, BHeApeHus koma, XSS/SQL-unbekuii (eciu
UCIOJNIb3yeTCs BeO-uHTepdeiic) u T.11.

Cratnuyeckunii anaan3 koaa (SAST) — ucrnons3yercs 1 BBISBICHUS YA3BUMOCTEHN €€ Ha
craguu komnwsinun. [omynspasie nnctpymenTsl: SonarQube, Fortify, Cppcheck.

JAunnamuyeckuii anamu3 (DAST) — wumuTanus B3auMOACHCTBUS C pabOTaIOMUM
MIPUJIOKEHUEM TI03BOJISICT BBISIBUTH OLITUOKH JIOTUKH, TPOOJIEMbI ayTCHTH(UKAIIUN ¥ aBTOPHU3AITHH.

®daz3uHr W TectupoBaHue Ha npoHukHOBeHHE (IoT Pentesting) ocoOeHHO aKTyalbHBI IS
MPOIIMBOK W HECTaHAAPTHBIX MPOTOKOJIOB, T TPAAMIIMOHHBIC CPEICTBAa aHaIN3a OECCHIIBHBI.
Kpome Toro, Ba)kHO NPUMEHATH KOHTEHHEPU3ALMIO U H3OJSIMIO KOMIIOHEHTOB, OCOOCHHO B
coxkHbIX [0T-nIpunokeHnusIX ¢ MUKpPOCEPBUCHON apXUTEKTYPOM.

3amurTa API-unrepdeiicoB. APl — onuH u3 Hambojee 4acThIX BEKTOpPOB arak Ha loT-
cuctembl. HanéxxnHas 3amura BKIOYAECT:

AyTeHTHGUKAINIO M aBTOpPU3anni0 HA YpoBHe API: ucnonp3oBanne OAuth 2.0 wm JWT;

o0s3aTenbHas npoBepka KiauenTa (client-side verification), B Tom uncie Mutual TLS (mTLS);
pasrpaHMuYCHHE MPaB JOCTyIMa 10 MPUHIMIY HauMeHbInux npuBwmieruii (least privilege). Rate
limiting u throttling — 3ammra ot brute-force atak u neperpy3Ku cepBUCOB.

KypHanupoBaHue M ayIuT AaKTHBHOCTH: COXPaHEHHE JIOTOB BCEX 3alpocoB U
OTKJIOHEHHBIX ~TOMNBITOK; uHTerpaumuss ¢ SIEM-cucremamu u  1uiatdpopMamMu — aHAIUTUKU
oe3onacuoctu (Hampumep, ELK, Graylog, QRadar) mist BeisiBnenus anomanumii. @uibTpanus BBoJa
Y BaJIMJAIMS [TapaMeTpOB — MPEJOTBpAIIAeT BHEAPEHUE BPEAOHOCHBIX JAHHBIX, OCOOCHHO Ba)KHO
s OTKpBITBIX API, ncnonb3yembix BHEIIHMMU npuiiokeHusMu. [lpumep: ys3umocts IDOR
(Insecure Direct Object Reference) mMoxeT MO3BOJHTH 3IOYMBINLICHHUKY MOJIYYUTh JTOCTYH K
Yy)KUM JaHHBIM, TPOCTO U3MEHUB wuAcHTH(UKatop ycrpoiictBa B URL. DT10o momkHO
IIPEIOTBPALLATHCS CTPOrOM MPOBEPKOM MOJTHOMOYMH Ha ypoBHE APIL.

YnpasjieHue kKoHpurypauuei ycrpoiicTB. OmmOku KOHOUTYypallik — OJIHA U3 TJIABHBIX
npuyrH Kommnpomeranuii loT-cuctem. D¢ dexkTuBHOE yrpaBieHUE BKIIOYACT:

OTKa3 0T HACTPOEK M MApoJieil Mo YMOJTYaHHI0: 00s3aTeIbHOe U3MEHEHHE TTapoJiel Mmpu
NEPBUYHOMN HACTPOIKe; OTKIIOUeHHE Hercnonb3yembix ceprucoB (SSH, Telnet, WebUI).

IlenTpanu3zoBanHoe ymnpaBiieHne KoHpurypauueii: sueapenue 10T Device
Management Platform (manpumep, AWS 10T Core, Azure 10T Hub, Eclipse Kura); Bo3M0OXHOCTb
MacCOBOTO TPUMEHEHUSI TMOJUTUK OE30MacHOCTH, HACTPOWKH mMmapamerpoB TLS, mepuommdeckoit
CMEHBI KJIFOYEH.

CiexeHne 3a COCTOSIHMEM YCTPOICTB B peajlbHOM BpPeMEHHU: OIMOBEIIECHUS O MOMBITKaX
BXOJ1a, OTKJIOHEHHUSAX OT 33JaHHBIX MMapaMeTPOB, YCTAPEBIIMX MPOIIMUBKAX; ayJUT aKTHBHOCTH HA
YpOBHE YCTpOMCTB (Hampumep, syslog, auditd). IleHTpanmn3oBaHHBII KOHTPOJIb KPUTHYCH IS
MacCIITa0UPYyEMBIX Pa3BEPTHIBAHUIA: OH CHIDKAET PUCK PYUYHBIX OMIMOOK, YCKOPSIET pearnpoBaHue U
Jie7aeT BO3MOXHBIM aBTOMATH3UPOBAHHYIO PEAKIMIO HA HHIMICHTHI[7].

4. MHcnonb3zoBanme kpunrorpapmueckux MeroaoB 3amutbl  gaHHbIXx  loT.
Kpunrorpadudeckas 3ammra — OAWMH U3 KPacyroJIbHBIX KaMHEH oOecrieueHus O€30MMacHOCTH B
loT-cpene. Omna obecreunBaeT 06a30Bble  CBOMCTBa  HMH(OPMAIIMOHHOW  OE30MACHOCTH:
KOH(UIEHIIMATBHOCTb, LEJIOCTHOCTh, AayTEeHTUYHOCTb U HENPOTUBOPEYUBOCTb. Y UHUTHIBAS
MOCTOSIHHYIO TIepefadyy JaHHbIX II0 CETsAM, B3aUMOJACWUCTBUE C OOJIAYHBIMH CEpBUCAMH U
OTPaHUYEHHOCTh PECYPCOB OOJBIIMHCTBA YCTPOMCTB, BBHIOOP U pealin3alusi KpUMTOrpapruuecKux
MEXaHHU3MOB JIOJDKHBI OBITh aAaNTUPOBAHBI K 0cOOCHHOCTSIM [0T.

HIudpoBanue naHHBIX (KOHPUAEHUUAIBLHOCTH). [l 3amMUTBI JAHHBIX B MPOIIECCE
nepenaun (in transit) u xpaHeHus (at rest) UCMONB3YIOTCS: CHMMETPHYHOE MU pOBaHUe (Hampumep,
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AES-128/256): npumensieTcst Ha ypoBHE KaHaoB cBsi3u (Hampumep, B DTLS, IPsec); addexTuBHO
IIPU 3alIUTe AAHHBIX BHYTpHU JOKaibHBIX loT-ceTeif; TpeOyeT 6e30macHOro ympaBieHHs KIOYaMu
(key provisioning, rotation, revocation). AcummMerpuunoe mudposanue (Hanpumep, RSA, ECC):

UCTOJNB3yeTcsl A OOMEHa KIIoYaMH, ayTeHTH(HUKAuu ycTpoiicTB u mnoxnucei; ECC
(Elliptic Curve Cryptography) npennourutensaee 11 [oT Giarogapst MeHbIIeMy pa3Mepy KItOUen
IIPU paBHON KPUNTOCTONKOCTH; MOJAEPKUBACTCSI BO MHOTUX COBPEMEHHBIX MUKPOKOHTPOJIEpaxX U
Monayiisix TPM/SE. OueHp BaKHBIM CUWTAETCsA, YTO KpUNTOrpaduyueckas peaim3ainus JI0KHA
YYUTBIBaTh OCOOEHHOCTH YCTPOWCTBA, TO €CTh JODKHO IPUMEHSTHCS alnapaTHOE YCKOpEHHE
(AES-NI, ARM Crypto Extensions) wiu nérkme kpunrooudaunoreku (mbedTLS, WolfSSL,
TinyCrypt).

Xem-pyHkuun u  nudpoBble  moanMcH  (HEJOCTHOCTH M NMOJJIUHHOCTD).
Kpunrorpapuueckue xem-pynxkuum (Hanpumep, SHA-256, SHA-3): wucnons3yroorcs s
KOHTPOJIS 1IEJIOCTHOCTH JIaHHBIX (HampuMep, Mpu MpoBepKe OOHOBJICHUM MPOIINBKH, MOJIMCAHHBIX
KOH(Urypalyii); UrpaloT KIIOYEBYIO POJIb B IOCTPOCHUH CXEM ayTEeHTU(UKAUUU U HHU(POBHIX
noanuceit. I{udpoBbie moamucu: peann3yroTcs Ha 0a3e aCUMMETPUYHON Kpunrorpadumu;
MO3BOJISIOT YAOCTOBEPUTHCS, YTO JAHHBIEC WM MPOIIUBKA MOCTYNMINA OT JOBEPEHHOTO HCTOYHHKA U
He OB M3MEHEHBI; TpuMeHstoTcs B Secure Boot, OT A-00HOBIIEHUSIX, TTOAMMCAHHBIX COOOIIEHUSIX
API u xondwurypanuonusix ¢aiinax. IIpumep: ycTpoiicTBO moiy4aeT OOHOBIICHHE MPOIIMBKH,
noanvucasHoe BeHAopoM. CHauasa BBIMOIHAETCS BepUPHUKALUS MOAMKUCH 110 XEIly COAECPKUMOro U
OTKPBITOMY KIIOYY W3 JIOBEPEHHOrO XpaHWiuila. TONBKO B cly4yae YCHEIIHOW MPOBEPKU
YCTPOICTBO MpUMEHsIET OOHOBJICHHUE.

Yupasjenue kpuntorpadpuyeckumu kiawdamum Kpunrorpadus sQp¢pexTHBHA TOIBKO MPU
HaJEKHOM YIpaBJICHUH KIIOYaMHM: 3allliTa OT yTedek depe3 Secure storage (TPM, HSM, Secure
Element); aBromarusupoBaHHas poranusi Kitodei; neHrpanusoBanHas PKI-ungpactpykrypa mis
BBIITYCKa, OT3bIBa U OOHOBIICHHS cepTUdukaroB. Ocoboe BHUMaHUE CIEAyeT yIeIsaTh Zero-touch
provisioning — 06e30macHOMY BHEAPECHUIO KIIOUCH M CepTU(UKATOB MPU MEPBOM IMOIKITIOYCHUN
YCTPOHCTBA K ceTH, O3 pydHoro yyactus[8].

5. CoBpemeHHble TexXHOJOrHM M moaxoabl. C pocrom MmacmtaboB u cinoxHocTH loT-
MHPPACTPYKTYp TPAAUIIMOHHBIC METOBI 3alUThl (IdpoBaHue, GacpBoIbl, KOHTPOIb AOCTYIA)
CTaHOBSITCS HEOOXOAUMBIMHU, HO HEJOCTAaTOUHBIMUA. COBpEMEHHBIE yIrPpO3bl TPEOYIOT MPOAKTHBHBIX
U MHTEJUIEKTYaJbHBIX MOAXO0/J0B, 00ECHeurBaOMKX 0€30MacHOCTh Ha BCEM JKU3HEHHOM IIHMKIIE
YCTPOMCTBA — OT MPOM3BOJACTBA W Pa3BEPTHIBAHMA A0 SKCIUTyaTalMud M yTuinzauuu. Hike
MpPE/ICTaBJICHbl  KIIOUEBblE  HAMNpaBlIEHUS  TEXHOJOTMYECKOro  pa3BUTUA B 00JacTu
kubepbezonacHoctu [oT.

Zero Trust Architecture (ZTA) nas 10T. Knaccudeckass MOJeb MEPUMETPOBOM 3aIIUTHI
CTaHOBHUTCA Hed(PPEeKTHUBHON B ycioBusx pacnpeaenéHubix loT-cuctem. Mogens Zero Trust
MpearoyiaraeT: OTCYTCTBUE aBTOMAaTHYECKOTO JIOBEpUs Jake K yCTpOilcTBaM BHYTpHU
KOPIIOPAaTUBHOM CETH; 00s3aTEIbHYI0 IPOBEPKY MIACHTUYHOCTH M LEIOCTHOCTH I KaKIOTO
3anpoca (device attestation, continuous authentication); MHUKpOCEIMEHTAIIUI0O W KOHTPOJb
IIPUBWIETHII HAa YPOBHE OTHENbHBIX ycTpoicTB, API m muxpocepsucos. Uurerpauus IoT B Zero
Trust tpebyer mogmepxku MexanusmoB PKI, momutukm least privilege, a Takke MOHHTOpPWHTA
noBeaenus (behavioral analytics).

HNurerpanuss ¢ SIEM, XDR wu SOAR-cucremammu. CoBpemennblie loT-pemenus
TCHEPUPYIOT 3HAUUTENIbHBIE 00BEMBI TEIEMETPUH, JJOTOB U METpHUK. VX MCIOIb30BaHUE BO3MOKHO
TOJNBKO MPH HHTErpanuud ¢ cucremamu kiacca: SIEM  (Security Information and Event
Management) — neHTpaqu30BaHHBIN COOp M KOppeNsus COObITHH Oe30macHOCTH (HarpuMmep,
yepe3 Graylog, Splunk, QRadar); XDR (Extended Detection and Response) — ananu3 coObITHIT Ha
BCEX YPOBHSX (CeTh, YCTpOWCTBa, 00JaK0) C WCIONb30BaHHEM MamuHHOTO oOydenus; SOAR
(Security Orchestration, Automation and Response) — aBTOMaTH3aIlMs pearupoBaHHs Ha
MHIUJICHTBI: U30JISIIMs YCTPOUCTBA, OJIoKupoBKa [P, renepalius onoBeneHnii B peaJbHOM BPEMEHH.
OcobenHo BaxkHa mojzepkka mpotokoioB syslog, MQTT, RESTful API mgns skcnoptupoBanus
JIOTOB U COCTOSTHUS YCTPOWCTB.
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AnnapatHas kopHeBasi gjoepusi (Hardware Root of Trust). Cuctembl, TOCTpOCHHBIE Ha
MIPUHIIAIIE AalMapaTHOTO KOPHS JOBEPHsl, MCIONB3YIOT 3alIMIIEHHBIC allapaTHbIE MOIYIU IS
crapTa 3arpy3ku u xpanenus kmodeii: TPM, SE, HSM; Secure Boot + Measured Boot (mampumep,
Ha 0aze Arm TrustZone, Intel Boot Guard); BcTpoeHHBIE MEXaHU3MbI 3alIUTHI OT KJIOHHUPOBAHHS H
side-channel arak. Takue mIaTGOPMBI MO3BOJIAIOT pean30BaTh OE30MACHOE HAYAIBHOE COCTOSHHE
YCTPOWCTBA U BOCCTAHABIIMBATH JIOBEpHUE JJake Tocie Kommnpomeraruu yposas OC.

UM u mamuHHOe oOyuyeHHe ISl aHaau3a aHoMmajaui. |0T-ycTpoiicTBa, 0COOCHHO B
npoMmbiieHHbIX ceTsix (I[oT), cozmarorT moBTOpstomuecss mabIOHBI MOBEACHUS, YTO JETaeT HX
yaoOHBIMH OOBEKTaMH i1 ToBeAeHUeckoro aHamm3a (Behavioral Analytics). CoBpemeHHbIE
MOJXOAbI BKIIIOYAIOT: OOHApY>KEHHE OTKJIOHEHHH OT HOpPMBI (HampuMmep, pe3Koe H3MEHEHHE
4acTOThl Mepefauyd JaHHBIX, MOSBJICHHE HOBBIX Y3JIOB); KJIAacCCH(UKALMIO aTaKk IO MaTTepHAM
(marmpumep, DoS, lateral movement, spoofing); oOyuenue mozeneii B pamkax miargopm XDR/EDR
unu Ha rpanune cetu (edge Al). Pemenust nHa 6a3ze M mo3BOMSIIOT BBISIBISATH YIPO3Bl B PEXKHME
peaTbHOro BpEeMEHH U yCHIIMBAIOT BO3MOYKHOCTH KJIACCHYECKHX CHCTEM MOHUTOPUHTA.

Secure-by-Design u crangapr ISO/IEC 27402. Tlepexoa OT peaKTHBHOW 0E30MaCHOCTH K
BCTpOCHHO# (secure-by-design) craHoBuTCs cTaHmaproM. DTO BKJIIOYACT: 3aKJaJbIBAHHUE
TpeOoBaHUN 0E30MaCHOCTH Ha YpPOBHE apXUTEKTYpPHI; (popMaau3amuio IMPOIECCOB pa3pabOTKH
cormacHo DevSecOps; cooTBeTcTBME HOBBIM cTaHmapTam — B udactHoctd, ISO/IEC 27402 (IoT
Security Baseline Requirements), KOTOpeIii OmpeacnseT MHHHMAlIbHbIE TPeOOBaHUSI K
MIPOU3BOJIUTENSIM YCTPOMCTB: HATMYME MEXaHW3Ma OOHOBIICHUH, YIIpaBJIICHUE JOCTYIIOM, 3alUTa
naHHbIX U T.4. COBpeMEHHbIE MOAXOAbl IEMOHCTPUPYIOT CMEIICHWE MapagurMbl: OT 3alIUThI IO
MepUMETpy — K JUHAMUYECKOMY, KOHTEKCTHOMY W QJalTHBHOMY YIPaBICHUIO 0€30MaCHOCTHIO,
pu kKoTopoM loT-cucTembl CTaHOBATCS aKTUBHBIMU YYaCTHHUKAMH CBOEH COOCTBEHHOW 3aIllWTHI.
BHenpenune STHX TeXHOJOTHH TpeOyeT Kak TEXHHUYECKOM 3penocTH WHQPPACTPYKTYpHl, TaK U
OpPraHM3aIIOHHOTO TOAXOoAa K OE30MacHOCTH Ha BCEX YPOBHSIX — OT HHXKEHEPOB A0 TOII-
MeHemkMenTal9].

CpaBHeHHMe U PeKOMEHJAAIMHN MO MCIOJb30BAHUIO METOIOB 3amuThl. JIjis 3 dexkTruBHOM
3anmThl  [0T-ycTpoHCTB HEOOXOIUMO YYMUTBHIBATh CHEHM(PHUKY KOHKPETHOW CHUTYyaluHu, THII
YCTpOICTBa, YCIOBHS SKCIUTyaTallud M YpOBEHb KPUTUYHOCTU JaHHBIX. PaccMoTpum kpaTkoe
CpaBHEHHE OMMCAHHBIX BBIIIE METOJOB 3aIIUTH M PEKOMEHIAINH 110 UX MPUMEHEHHUIO Ha MPAKTUKE
B Tabsmme 1[10].

Tabnuia 1 — CpaBHUTENBHBIN aHAIN3 METOJIOB 3aIIHTHI

Pexomennyemas
YpoBeHb
- MeTob! 3aIUThI [IpeumymiectBa Henocrarku 001acTh
MIPUMEHCHUS
IIpumennmsbl Besne,
Bricoxuit YpOBEHb 0COOEHHO B
. 3alUThl OT mepexBara | TpeOyroT JOMONHUTENBHEIX | Tepenaye
CereBoii TLS, DTLS, IPsec, | 2™ P pebyior A peA
Tpaduka, pecypcoB, YCIIOKHSIOT | KPUTHYCCKU
YPOBEHb VPN
KOH(UICHIIMATIBHOCTE | HHQPACTPYKTypy Ba)KHBIX u
JTAaHHBIX KOH(HICHIATHHBI
X JTAHHBIX
Me:xcereBbie IIpocrota Bce tunet  IoT-
OrpaHuyeHbl B 3allUTe OT .
9KpaHHI, peanu3aiyu, CeTel, oT
aTak Ha  [POrPAaMMHOM
CErMEHTHPOBAHHE s exTrBHAS 3amuTa oBHE JIOMAIITHAX hi(o)
CeTH OT CETEBBIX aTaK yP ITPOMBIIIICHHBIX
Kpurnuecku
Bericokas Ba)KHBIE YCTPONCTBA
. Secure  Elements, . yerp
AnmapaTHbIi TPM.  ammaparmas | YSTOHIHBOCTE K | JonmomHAUTENbHBIE 3aTpaTel U | (MEIUIINHA,
YPOBEHb 3aLu1/1’Ta p (u3MIecKnM aTakaM M | CJIOXKHOCTH B pa3paboTke TIPOMBIIIIEHHOCTb,
B3JIOMY YCTpPOMCTB KpUTHYECKas
nHPPACTPYKTYypa)
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AyTteHTtudukanms, D¢ dexruBupl npotus | Tpebyrot MTOCTOSTHHOTO N
. JIroOble ycTpoiicTBa
IIporpammusiit | OTA-0O0HOBICHMS, OONBIIMHCTBA aTaK Ha | KOHTPONISA ®  TOIJAEPXKKH, ¢ HOKIIOUEHMEM K
YpOBEHb mudpoBast TOINHCH | YPOBHE NPWIOKEHUH | JOMOTHUTEIBHBIX PECYPCOB cetn
TIPOIINBOK 1 TIPOIITBOK U pa3paboTKH
Bbe3onacnoe MunumMu3zanus Tpedyror Bee loT-pemenus,
MPOTPaMMHPOBAaHNE | PUCKOB  B3JIOMa ¥ | BRICOKOKBATA(UIIMPOBAHHEL | OCOOCHHO OOJIauHBIC
, 3amuTa API YTEUKH JaHHBIX X CIIEIHAJINCTOB MIPUIOKEHUS
Bricokuit ypoBeHb | Harpy3ka Ha amnmapatHble
Kpunrorpagu | AES, RSA, ECC, | xonpuaeHuuaabHOCT | pecypchl,  HE0OXOJMMOCTh | YHHBEpCalbHOES
o XCIINPOBAHNE U ¥ [eJOCTHOCTH | 6e30macHOro  YIpaBiCHHSA | MpUMCEHEHHE
JTAaHHBIX KITFO9aMuU
Cpennue u KpymnHbIe
N D¢ddexTuBHOCTH B | CIOXHOCTh HWHTETpalliu | pen by
[epenoseie bnowueitn, MM n MPEOTBPALICHUN cau3aIu eOyroTCs loT-npoexTst ¢
P MAllIMUHHOE P P p ’ Tpedy BBICOKUMH
TEXHOJIOTUH aTak ¥ OOCCIEYCHUH | 3HAYUTEITHHBIC
o0y4eHue TpeOOBaHUSIMH K
LEJIOCTHOCTHU IAaHHBIX | BBIYHCIUTEIBHBIC PECYPCHI 6630

Pexomenaanuu mo BbI00py MeT010B 3amUThl. Ha OCHOBE NpOBEAEHHOIO aHaIN3a yrpo3 u
METOJIOB 3aIIUTHI yCTporcTB HTepHeTa Belielt chopMyIHpoBaHbl CIEAYIOINE PEKOMEHAINH:

Komnuiekcnslii moaxona. Hanbonee s3pexTiBHA KOMOMHALINS METO/IOB 3aIUTHI HA CETEBOM,
anmapaTHOM M MPOTrpaMMHOM ypoBHsX. Ocoboe BHHMaHHE CTOUT YAENSATh KpUOTOrpaduuecKkum
METO/IaM, KOTOpbIe 00ECIICUNBAIOT BHICOKHIA YPOBEHB 3alllUThl JaHHBIX[11].

Bbi0op MeTon0B ¢ yyétom cneuudukm ycrpoicrBa. /(s ycTpoHCTB ¢ OrpaHUYEHHBIMU
pecypcaMu pEKOMEHIYETCsl HCIONb30BaTh OOJErd€HHBIC MPOTOKONIBI M CXEMbl MU(PPOBAHHS
(manpumep, DTLS, ECC). A ays ycTpoicTB, paboTaOmMMUX ¢ KPUTHIECKH BaXKHONW MH(pOpMAIUEH
(3apaBOOXpaHEHUE, TPOMBIIUICHHOCTh, 0€30MaCHOCTh), HEOOXOIMMBI amMapaTHBIC pPEIICHUs
3alUTHI U CTpOTas ayTeHTU(UKALIHSL.

Peryasipnoe oOHOBJIeHMe MW MOHUTOPHMHI. OOs3aTeNbHBIM YCIOBHEM O€30MAaCHOCTH
SIBJSIETCS] KICTIONIb30BaHue peryisipHbiX OTA-0O0HOBIGHUI SISl YCTPaHEHUS YSI3BUMOCTEH. A Takxke
BHEJIPEHUE CHUCTEM MOHUTOPUHIA U aHallu3a I[IOBEJIEHUS YCTPOMCTB MJig OMNEPATUBHOTO
pearupoBaHus Ha yrpo3si[12].

3aki0ueHune

B naHHOI cTaTbe TPOBEAEH KOMIUIEKCHBIM aHAIU3 yIrpo3, C KOTOPBIMU CTaJKHUBAIOTCA
ycrpoiictBa MaTepHeta Bemieit (IoT), a Takke paccMOTpeHbI COBPEMEHHBIE METOIBI U TEXHOJIOTHH,
npuMeHsieMble i obecrnieueHus: ux Oe3omnacHoctu. Ha done cTpeMuTenbHOro pocra KoJaMdecTBa
I0T-ycTpolicTB M WX HHTETpallid B KPUTHUYECKH BaKHbIC CQeEphl, OT MPOMBINUICHHOCTH H
3/paBOOXpPAHEHUS 10 YMHBIX JOMOB M TOpOJIOB, BOIPOCH HH(OPMALMOHHOW O€30MacHOCTH
npuoOpeTaoT TEepBOCTENCHHOE 3HaueHWe. AHaIM3 TIOKaszal, 4YTO Yrpo3sl 0e30macHOCTH
OXBaThIBalOT Bce YpOBHH loT-apXHUTEKTYphl: OT CETEBbIX aTak U (PU3UYECKOro AOCTyma 0
ys3BuMocTedl B mpomuBkax, APl u oOnaunbix cepBucax. OcoOyl0 OMacHOCTh NPEACTABISIOT
HapyuleHus: KOH(QUACHIHUAIbHOCTH, KOMIIPOMETAlMsl YCTPOWCTB  uepe3  He3al[UIIEHHbIE
UHTEpPEHCHI, a TaKKe MACIITAOUPYEMOCTh YIPO3 3a CUET aBTOMATH3UPOBAHHOTO PACIIPOCTPAHCHUS
aTak B pacrpe/ieIHHbIX CUCTEMaX.

JlJiss IpOTUBOACUCTBHSI STUM BBI30BaM TpeOyeTcsl peann3alyisi MHOTOYPOBHEBOUM cTpaTeruu
3aIUTHI, BKJIIOYAIONIEH ceTeBble Mephl (mmdpoBanue, VPN, cerMeHramus), 3alUTy YCTPOMCTB
(ayrentudukanus, Secure Boot, TPM), 6e3onachyto pazpaboTky npunoxenuii u APL, npumenenue
KpunrTorpaguueckux ajaropuTMoB, aJanTHPOBaHHBIX Moja orpanudyeHus loT, wHTEerpamuio c
COBPEMEHHBIMH CHCTeMaMu MOHUTOpuHra u ananusa uHiuaeHtos (SIEM, XDR, SOAR), a takxe
BHeApeHHe apxXuTekTyp Zero Trust m momeneit Secure-by-Design. OtaenpHOoe BHUMaHHE CIEIyeET
YACIUTh TPUMEHEHHUIO HCKYCCTBEHHOTO WHTEJUICKTa, IIOBEJIEHYECKOr0 aHaliu3a, a Takke
MEePCIEKTUBHBIX TEXHOJOTHUH, TaKWX Kak OJIOKUEHH W amnmapaTHbId KopeHb noBepus (Hardware
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Root of Trust). OTu pemnieHus: MO3BOJISIIOT HE TOJIHPKO MUHHUMH3UPOBATH BEPOSTHOCTH aTaku, HO U
CYIIIECTBEHHO COKPATUTh BpeMsl €€ 0OHAPYKEHUS M pearupOBAHMS.

[lepcrieKTUBHBIMUA HANpaBJIECHUSMHU AANbHEHIINX HCCIEAOBAHUN SBIAIOTCA (hopMamu3anus
MEXIyHapoAHbIX crangapToB (Hampumep, ISO/IEC 27402) m ux yHUQHUKAIMS, ONTUMH3ALUS
KpUNTOTpaQUIECKUX MPOTOKOJOB Il dHEProdPppekTHBHON pabOThI, aBTOMATH3AIUs MPOIECCOB
yrpaBieHUs uAcHTU(DUKAINEH 1 OOHOBIICHUSIMU YCTPOMCTB, a TAK)KE PA3BUTHE CAMOOOYUAIOIITUXCS
cucteM oOHapyxkeHus anoMmanuid B loT-ceTsix. Takum oOpazom, obecnieuenue 6e3omacHoct [oT
TpeOyeT He TOJIBKO TEXHUYECKUX PEIICHH, HO U (JOPMHUPOBAHUS KYJIBTYpbl OTBETCTBEHHOCTH Ha
BCEX ATalax >KU3HEHHOIO LHUKJIA YCTPOMCTB, OT MPOEKTUPOBAHUS U MPOU3BOJCTBA 0 BHEIPEHUS,
aJIMUHUCTPUPOBAHUS M YTUIU3AlUU. TONBKO KOMIUIEKCHBIM U CHCTEMHBI TOIXOJ MOXET
o0ecreunTh HaEKHYIO 3alIUTY B YCIOBUAX BCE O0JIee YCIOKHSIOMEHCS [UGPOBOM CPEIBI.
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